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UltiPro® is a registered trademark of The Ultimate Software Group, Inc.

This document is for Ultimate Software use only. No part of this document may be reproduced in any
form or by any means or stored in a database or retrieval system without the prior written authorization
of The Ultimate Software Group, Inc. Information in this document is subject to change without notice.
The document is confidential information of The Ultimate Software Group, Inc. and may not be
disseminated to any third party. Nothing herein constitutes legal advice, tax advice, or any other advice.

© 2018 The Ultimate Software Group, Inc. UltiPro® is a registered trademark of The Ultimate
Software Group, Inc.

All other company and product names referenced herein are the trademarks or registered trademarks of
their respective holders.

Liability/Disclaimer

The Ultimate Software Group, Inc. makes no representation or warranties with respect to the accuracy
or completeness of the document and specifically disclaims any responsibility or representation for
other vendor’s software. The terms and conditions of the license, Intersourcing, SaaS, or other
agreement regarding the software or services provided by Ultimate Software, which is the subject of
the documentation contained herein, govern this document. All company, organization, person, and
event references are fictional. Any resemblance to actual companies, organizations, persons, and events
is entirely coincidental. Nothing herein should be considered legal or tax advice. All legal or tax
questions or concerns should be directed to your legal counsel or tax consultant.
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UltiPro Mobile App Access

Enable the UltiPro Mobile App

System administrators can enable the UltiPro Mobile App to allow employees to access UltiPro data
from their mobile phones.

Once enabled, the Mobile App Access page displays in role administration. System Administrators can
then configure mobile app access rights by role.

NAVIGATION: Menu > System Configuration > System Settings > Mobile App

Change Mobile App Settings 00 00

save cancel print  help

Setup how employees will install the mobile app. Use Mobile Access Rights in Role Administration, to configure who can access the
mobile app.

LON_|

* [MyCompany
5 - 15 alpha/numeric characters only, no spaces.
You cannot change this code after saving.

now Installation N

1. From the Mobile App page, select Edit.
2. At the Enable Mobile App field:
* Move the slider button to ON to enable the UltiPro mobile app.
* Move the slider button to OFF to disable the UltiPro mobile app.

3. Atthe Company Access Code field, enter a 5-15 character code that employees will use to install
the mobile app. This company access code will be unique to your organization. The company
access code:

» Is created by your organization. The company access code is not provided to you by Ultimate
Software.

» Cannot be changed once it is saved. If your company has a test environment, you can enable
the mobile app for that environment, but remember to not use the company access code you
want to use in production because the code is unique and cannot be changed. For example, if
you want the “Acme” company access code for your production environment, then use
“AcmeTest” for the test environment.

* Does not need to be a combination of letters and/or numbers.

* Is not case-sensitive.
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* Should be an easy word for your employees to remember. For example, your company name.

4. At the Show Installation Instructions field, move the slider button to ON to display UltiPro
Mobile app installation instructions on the UltiPro home page. If enabled, all users will see the
Company Access Code and link to installation instructions on the UltiPro home page.

Important

While you are testing your mobile app access rights configuration, at the Show Installation
Instructions field, move the slider button to OFF to ensure that all employees do not view
installation instructions and attempt to download the mobile app during testing.

Mobile App

0%

Enter MyCompany for the

View instructions

5. Select Save.

Customize Mobile App Instructions

The Mobile App Sign In Instructions that display for your employees can be customized. Employees
access the Mobile App Instructions page by selecting the View Instructions link that displays on the
UltiPro home page Mobile App gadget.

Mobile App Instructions 9

print nelp
Step 1 - Install the App

Go to the Apple App Store or Google Play Store on your mobile device and download the UltiPro Mobile app

Step 2 - Enter the Company Access Code
pany Access MyCompany

Step 3 - Sign In

Enter the username and password you use to log in to this site.

You can customize the Mobile App Sign In instructions (Step 3) that display for your employees using
Platform Configuration labels.

NAVIGATION: Menu > System Configuration > Platform Configuration > Labels
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1. From the Labels page, at the Search field, enter the search term: username.

2. Press Enter to display the search results.

Labels e
Manage system labels
Off

English (USA) v
Show 10 v  entries per page Search | username
Alias “ Original Text Configured Text Actions
ClientUserName Client user name Edit
DocAckSavedByUsername Saved By User Edit
DuplicateClientUserName_Error Client user name is already in use. Edit
EnterUserName Enter your user name Edit
MobilelnstructStep3Text Enter the username and password you use to log in to this site Edit
UltiProUserName Ultipro user name Edit
UserMame User name Edit
Showing 1to 7 entries out of 7 total (filtered from 7,143 total entries) Previous 1 Next

3. At the Actions column, select the Edit link that corresponds with the
MobilelnstructionsStep3Text Alias. The Edit Label pop-up page displays.
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Edit Label 060

save reset  cancel

»

English (USA) ‘ Enter your network credentials. ‘

English (CAN) +  Enter the username and passwol

English (GBR) | Enter the username and passwol

Spanish (USA)  * | Ingrese el nombre de usuario v

French (CAN) | Utilisez le nom d'utilisateur et le

Portuguese (BRA) + | Insira 0 nome de usuario e senh:

Dutch (NLD) = | Voer de gebruikersnaam en het

German (DEU)  + | Geben Sie den Benutzernamen (

French (FRA) +  Saisissez le nom d'utilisateur et ¢

Italian (ITA) | Inserisci il nome utente e la pass

Malay (MYS) + | Masukkan nama pengguna dan t -

4. Enter the instructions in the fields (up to 1000 characters), as desired.

5. Select Save. The updated instructions display on the Mobile App Instructions page that employees
can access from the Mobile App gadget that displays on the UltiPro home page.

Mobile App Instructions 9

print  help

Step 1 - Install the App

Go to the Apple App Store or Google Play Store on your mobile device and download the UltiPro Mobile app.

Step 2 - Enter the Company Access Code

Company Access MyCompany
Code

Step 3 - Sign In

Enter your network credentials.
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Configure UltiPro Mobile App Access Rights

Configure Mobile App access rights for employees assigned to a selected role on the Mobile App

Access Rights page.

Initially, all the UltiPro areas/elements are collapsed and the associated access rights are disabled.
Access rights can be assigned to an entire area (and inherited by all elements within the area) or
assigned individually to selected elements within an area. When selected elements in an UltiPro area
have different access rights than others in the same area, the corresponding rights for the high-level

area are shown to be partially enabled.

The available access rights include Add, View, Edit, Delete, and Execute. Assigned access rights for
the elements are indicated with icons on the Mobile Access Rights page:

* Green check marks indicate rights that are enabled.

* Unchecked boxes indicate rights that are disabled.

* Checkboxes with yellow tick marks indicate rights that are partially enabled.

Add/Char

1ge Roles

Description / Role Types

Web Access Rights

"

Mobi[gnppmm Rights j-\..(:.:;:'.:\:ll"\' realures this role can

Profile (Name, Address

Mobile App Access Rights

w Scheduling (Workforce Management)

access in the UltiPro M

Aobile Application

by
ULTIMATE
SOFTWARE

UltiPro
0 000

available in the Apple and Google Play app

Add View Edit Delete Execute
ol
el
el
v
v v
ol ol

Important

Mobile App Access Rights work differently than Web Access Rights in that they are aggregated.
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Access to the mobile app: If a user has multiple roles assigned to them and one role has access to
the mobile app and another does not, the user will have access to the mobile app.

» For example, if access to the mobile app is only available for a user’s Manager role and not
for the Employee role, then managers who have both roles assigned will have access to the
mobile app.

Access within the mobile app: If a user has multiple roles and one role has limited access to
features in the mobile app while the other has full access to the mobile app, the user will have full
access to the mobile app.

» For example, if a user is assigned to both the employee and manager roles and View access
right is enabled for Pay for the employee role and disabled for the manager role, the user will
still be able to view Pay. If the user is only assigned to the manager role, that user would not
be able to view Pay in the mobile app

Refer to the UltiPro Mobile App toolkit available in the Learning Center to view the Mobile App
Access Rights Configuration QuickTour.

NAVIGATION: Menu > System Configuration > Security > Role Administration

l.
2.

From the Role Administration page, identify the roles that need access to the UltiPro Mobile app.

To edit an existing role, in the Description column, select the appropriate role link. The
Description / Role Types page appears.

Select the Mobile Access Rights tab. The Mobile Access Rights page appears with all elements
collapsed.

From the Mobile Access Rights page, expand the Areas of UltiPro to view the current access
rights settings for the associated UltiPro elements.

Enable the UltiPro Mobile Application features by checking the applicable Add, View, Edit,
Delete, or Execute columns. To enable individual pages, expand each subsection, as needed.

» Check the Add box to enable add rights.

* Check the View box to enable view-only rights.

* Check the Edit box to enable viewing and editing rights.
* Check the Delete box to enable delete rights.

* Check the Execute box to enable execute rights.

» Uncheck any box to disable the assigned access rights.

6. Select Save. The Role Administration page appears.

7. Enable UltiPro Mobile App access rights for additional roles, as needed.
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Important

Remember to confirm that all mobile app access rights for each role are configured correctly
before moving the Show Installation Instructions field slider button to ON . This ensures that all
employees do not view installation instructions and attempt to download the UltiPro mobile app
before the configuration has been fully tested.

Refer to the UltiPro Mobile App toolkit available in the Learning Center to view additional
learning resources. Navigation: Learning Center Home > Documentation > System Management >
Activate.

10



	UltiPro Mobile App Access
	Enable the UltiPro Mobile App
	Customize Mobile App Instructions

	Configure UltiPro Mobile App Access Rights


